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Security type: Successfully added SD35-Secured

Encryption type: AES -

= Change connection settings

Open the connection properties 5o that [ can change the settings.
Choose a network authentication method:

Microsoft: Protected EAP (PEAF) =] [ settings

Remember my credentials for this connection each
time I'm logged on

INSTRUCTION FOR CONNECTING TO SD35-

Click "OK" to finish
oK

setting changes

SECURED USING PERSONAL WINDOWS 7 LAPTOPS
ONLY (ver. 2016-02-03)

Step 11 Step 12




	Non-Domain.vsdx
	Page-1


